


















> More as that work is accomplished.
>
> Jay
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Counterintelligence and Export Control Section
National Security Division, U.S. Department of Justice

 (U/STE) (office)
 (cell)
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Thanks,

Counterintelligence and Export Control Section
National Security Division, U.S. Department of Justice

 (U/STE) (office)
 (cell)
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National Archives and Records Administration
700 Pennsylvania Avenue, NW
Washington, DC 20408-0001

 phone
 cell

@nara.gov

NARA-BBRR-000462

(b) (7)(C), (b) (6)

(b) (6), (b) (7)(C)

(b) (7)(C), (b) (6)

(b) (6), (b) (7)(C)

(b) (6), (b) (7)(C)































From:   < @nara.gov> < @nara.gov>

Sent time:  11/28/2022 12:52:02 PM

To:   < @nara.gov>

Cc:  
William Bosanko <william.bosanko@nara.gov>;  < @nara.gov>; McCoy, Kevin <kevin.mccoy@nara.gov>; 
< @nara.gov>

Subject:  Re: FBI Investigation

Attachments:  SignedMessage.eml    

If the FBI is doing the same thing (using essentially the same equipment) this week as they were doing in the spring, then yes, the
procedures in  email from May are sufficient.

Information Security Specialist
Security Management Division ﴾BX﴿, Business Support Services
National Archives and Records Administration
College Park, MD 20740
Office: 
Fax: 
Cell: 

PERSONAL INFORMATION ‐ This email may contain Personally Identifiable Information ﴾PII﴿.  If so, and you are
not the intended recipient, you are prohibited from sharing, copying, or otherwise using or disclosing its
contents.  If you have received this email in error, please notify the sender immediately via other means and
permanently delete the email and any attachments without reading, forwarding, saving or disclosing them.

On Mon, Nov 28, 2022 at 12:40 PM  < @nara.gov> wrote:
Hello.

I was searching my email to see if I had any further information about how the FBI's hardware/media were cleared previously
and came across this exchange. Is the process outlined in this email still sufficient or are there any additional steps that need to be
taken?

On Mon, Nov 28, 2022 at 11:43 AM William Bosanko <william.bosanko@nara.gov> wrote:
Will do.  Thanks!

On Sat, Nov 26, 2022 at 10:37 AM  < @nara.gov> wrote:
Jay, nothing about hardware or media was coordinated with me, so I appreciate you bringing this to my attention.  Please have
them submit a copy of any memo they have that shows the equipment is cleared for SCIF use, or failing that, provide
necessary information about the hardware & media as listed on the attached so we can accommodate their request.

Thanks,

On Wed, Nov 23, 2022 at 10:01 AM William Bosanko <william.bosanko@nara.gov> wrote:

We need to support a law enforcement investigation by allowing the FBI to have access to some recovered materials at A1. 
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A very small portion of the materials are classified.  The FBI intends to visit next Thursday.  We will serve the records to them
in the Classified Research Room at A1, following all of the normal rules, except they will need to bring and use cameras, etc. 
They have informed us that all of the hardware and media is cleared for use in a SCIF, but we wanted to alert you to this
nonetheless and see if you wanted us to take any specific actions.

.

Thanks,

Jay
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From:   (NSD) <  <

Sent time:  11/28/2022 11:02:38 PM

To:  Bosanko, William <william.bosanko@nara.gov>;  < nara.gov>

Cc:  Gary Stern <garym.stern@nara.gov>

Subject:  Classification Question

Hi  and Jay,

We are looking forward to getting back to the Archives on Thursday to finally look at the boxes.  Could you please look at the
classified and that you found and let us know whether there is any material that you deem from a SAP or HCS‐O?  We are trying
to determine whether some of our colleagues need to travel from out of town to look at the documents next week, and that
will likely depend on whether there is SAP or HCS‐O material.   had previously indicated there were HCS markings,
but we need to determine whether any of it is HCS‐O.

Thanks,

Counterintelligence and Export Control Section
National Security Division, U.S. Department of Justice

 (U/STE) (office)
 (cell)
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As we prepare for Thursday, our security office has asked that and I coordinate regarding the equipment you might
need to utilize.  Below is our internal policy allowing two different options.  An email will suffice, if you go with opton two.  

 

Many thanks,

 

Jay

 

 

 

REQUIREMENTS FOR USE OF EQUIPMENT AND MEDIA INSIDE SECURE AREAS OR RESEARCH
ROOMS

 

 

If an exception to NARA 202 PED policy is sought to allow any equipment or media to be brought into a secure area or
research room by individuals who will be given access to classified national security information, the following information must be
provided in advance to Information Security ( @nara.gov) to approve the request:

 

·         A memo from a SCIF accreditation authority certifying equipment/media is approved for use in SCI facilities.  Upon
verification, this is acceptable reciprocally; otherwise, without such memo, the following must be provided:

·         Name of individual(s) who will be using the equipment or media

·         Name of individual(s)’ agency/agencies

·         Date(s) and hours (timeframe) equipment/media will be used (must be done when area is occupied by NARA staff)

·         Event or purpose for using the equipment/media

·         Location (which SCIF/TSF/Research Room) where equipment/media will be used

·         Make(s) and model(s) of equipment/media (any cameras must be “still cameras” with no video or streaming capabilities)

·         Description of any peripheral attachments to be used, if any

 

Please direct any questions to the NARA Security Management Division, Information Security office at  or
, or to @nara.gov.
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As we prepare for Thursday, our security office has asked that  and I coordinate regarding the equipment you might
need to utilize.  Below is our internal policy allowing two different options.  An email will suffice, if you go with opton two.  

Many thanks,

Jay

REQUIREMENTS FOR USE OF EQUIPMENT AND MEDIA INSIDE SECURE AREAS OR RESEARCH
ROOMS

If an exception to NARA 202 PED policy is sought to allow any equipment or media to be brought into a secure area or
research room by individuals who will be given access to classified national security information, the following information must
be provided in advance to Information Security ( @nara.gov) to approve the request:

· A memo from a SCIF accreditation authority certifying equipment/media is approved for use in SCI facilities.  Upon
verification, this is acceptable reciprocally; otherwise, without such memo, the following must be provided:

· Name of individual(s) who will be using the equipment or media

· Name of individual(s)’ agency/agencies

· Date(s) and hours (timeframe) equipment/media will be used (must be done when area is occupied by NARA staff)

· Event or purpose for using the equipment/media

· Location (which SCIF/TSF/Research Room) where equipment/media will be used

· Make(s) and model(s) of equipment/media (any cameras must be “still cameras” with no video or streaming
capabilities)

· Description of any peripheral attachments to be used, if any

Please direct any questions to the NARA Security Management Division, Information Security office at  or
, or to @nara.gov.
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As we prepare for Thursday, our security office has asked that and I coordinate regarding the equipment you might
need to utilize.  Below is our internal policy allowing two different options.  An email will suffice, if you go with opton two.  

Many thanks,

Jay

REQUIREMENTS FOR USE OF EQUIPMENT AND MEDIA INSIDE SECURE AREAS OR RESEARCH
ROOMS

If an exception to NARA 202 PED policy is sought to allow any equipment or media to be brought into a secure area or
research room by individuals who will be given access to classified national security information, the following information must
be provided in advance to Information Security @nara.gov) to approve the request:

· A memo from a SCIF accreditation authority certifying equipment/media is approved for use in SCI facilities.  Upon
verification, this is acceptable reciprocally; otherwise, without such memo, the following must be provided:

· Name of individual(s) who will be using the equipment or media

· Name of individual(s)’ agency/agencies

· Date(s) and hours (timeframe) equipment/media will be used (must be done when area is occupied by NARA staff)

· Event or purpose for using the equipment/media

· Location (which SCIF/TSF/Research Room) where equipment/media will be used

· Make(s) and model(s) of equipment/media (any cameras must be “still cameras” with no video or streaming
capabilities)

· Description of any peripheral attachments to be used, if any

Please direct any questions to the NARA Security Management Division, Information Security office at  or
, or to @nara.gov.
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Many thanks,

 

Jay

 

 

 

REQUIREMENTS FOR USE OF EQUIPMENT AND MEDIA INSIDE SECURE AREAS OR RESEARCH
ROOMS

 

 

If an exception to NARA 202 PED policy is sought to allow any equipment or media to be brought into a secure area or
research room by individuals who will be given access to classified national security information, the following information
must be provided in advance to Information Security @nara.gov) to approve the request:

 

·         A memo from a SCIF accreditation authority certifying equipment/media is approved for use in SCI facilities.  Upon
verification, this is acceptable reciprocally; otherwise, without such memo, the following must be provided:

·         Name of individual(s) who will be using the equipment or media

·         Name of individual(s)’ agency/agencies

·         Date(s) and hours (timeframe) equipment/media will be used (must be done when area is occupied by NARA staff)

·         Event or purpose for using the equipment/media

·         Location (which SCIF/TSF/Research Room) where equipment/media will be used

·         Make(s) and model(s) of equipment/media (any cameras must be “still cameras” with no video or streaming
capabilities)

·         Description of any peripheral attachments to be used, if any

 

Please direct any questions to the NARA Security Management Division, Information Security office at  or
, or to @nara.gov.
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From:   < @nara.gov> < @nara.gov>

Sent time:  11/30/2022 02:18:48 PM

To:  

Cc:  @nara.gov;  < @nara.gov>

Subject:  Re: FBI Visit Request 

Attachments:  SignedMessage.eml    
 

Received and processed visit authorization request for .

Supervisory Security Specialist / Acting Personnel Security Officer
Security Management Division, Business Support Services
National Archives and Records Administration (NARA)
Office Phone:  
Telework Contact Number:  
During the COVID-19 pandemic, I am teleworking 5 days per week.  When I am not working, you will receive an out-of-office automated response to any emails.

WARNING - This email and/or attachments may contain sensitive or personal information.  If so, and you are not the intended recipient, you are prohibited from
sharing, copying, or otherwise using or disclosing its contents.  If you have received this email in error, please notify the sender immediately via other means and
permanently delete the email and any attachments without reading, forwarding, saving or disclosing them.

On Wed, Nov 30, 2022 at 2:08 PM ' via  < @nara.gov> wrote:

Hello,

 

Please find attached a visit request for the FBI employee who will be visiting your facility.

 

Thanks,

 

Security Assistant

 

 

-- 
You received this message because you are subscribed to the Google Groups "  group.
To unsubscribe from this group and stop receiving emails from it, send an email to 
To view this discussion on the web visit
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need to utilize.  Below is our internal policy allowing two different options.  An email will suffice, if you go with opton two.  

 

Many thanks,

 

Jay

 

 

 

REQUIREMENTS FOR USE OF EQUIPMENT AND MEDIA INSIDE SECURE AREAS OR RESEARCH
ROOMS

 

 

If an exception to NARA 202 PED policy is sought to allow any equipment or media to be brought into a secure area or
research room by individuals who will be given access to classified national security information, the following information must be
provided in advance to Information Security @nara.gov) to approve the request:

 

·         A memo from a SCIF accreditation authority certifying equipment/media is approved for use in SCI facilities.  Upon
verification, this is acceptable reciprocally; otherwise, without such memo, the following must be provided:

·         Name of individual(s) who will be using the equipment or media

·         Name of individual(s)’ agency/agencies

·         Date(s) and hours (timeframe) equipment/media will be used (must be done when area is occupied by NARA staff)

·         Event or purpose for using the equipment/media

·         Location (which SCIF/TSF/Research Room) where equipment/media will be used

·         Make(s) and model(s) of equipment/media (any cameras must be “still cameras” with no video or streaming capabilities)

·         Description of any peripheral attachments to be used, if any

 

Please direct any questions to the NARA Security Management Division, Information Security office at  or
 or to @nara.gov.
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-- 
You received this message because you are subscribed to the Google Groups "  group.
To unsubscribe from this group and stop receiving emails from it, send an email to @nara.gov.
To view this discussion on the web visit

NARA-BBRR-000650

(b) (7)(E)
(b) (7)(E)

(b) (7)(E)













Jay

 

 

 

REQUIREMENTS FOR USE OF EQUIPMENT AND MEDIA INSIDE SECURE AREAS OR RESEARCH
ROOMS

 

 

If an exception to NARA 202 PED policy is sought to allow any equipment or media to be brought into a secure area or
research room by individuals who will be given access to classified national security information, the following information
must be provided in advance to Information Security @nara.gov) to approve the request:

 

·         A memo from a SCIF accreditation authority certifying equipment/media is approved for use in SCI facilities. 
Upon verification, this is acceptable reciprocally; otherwise, without such memo, the following must be provided:

·         Name of individual(s) who will be using the equipment or media

·         Name of individual(s)’ agency/agencies

·         Date(s) and hours (timeframe) equipment/media will be used (must be done when area is occupied by NARA
staff)

·         Event or purpose for using the equipment/media

·         Location (which SCIF/TSF/Research Room) where equipment/media will be used

·         Make(s) and model(s) of equipment/media (any cameras must be “still cameras” with no video or streaming
capabilities)

·         Description of any peripheral attachments to be used, if any

 

Please direct any questions to the NARA Security Management Division, Information Security office at 
or , or to @nara.gov.
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Many thanks,

 

Jay

 

 

 

REQUIREMENTS FOR USE OF EQUIPMENT AND MEDIA INSIDE SECURE AREAS OR
RESEARCH ROOMS

 

 

If an exception to NARA 202 PED policy is sought to allow any equipment or media to be brought into a secure area or
research room by individuals who will be given access to classified national security information, the following
information must be provided in advance to Information Security @nara.gov) to approve the request:

 

·         A memo from a SCIF accreditation authority certifying equipment/media is approved for use in SCI facilities. 
Upon verification, this is acceptable reciprocally; otherwise, without such memo, the following must be provided:

·         Name of individual(s) who will be using the equipment or media

·         Name of individual(s)’ agency/agencies

·         Date(s) and hours (timeframe) equipment/media will be used (must be done when area is occupied by NARA
staff)

·         Event or purpose for using the equipment/media

·         Location (which SCIF/TSF/Research Room) where equipment/media will be used

·         Make(s) and model(s) of equipment/media (any cameras must be “still cameras” with no video or streaming
capabilities)

·         Description of any peripheral attachments to be used, if any

 

Please direct any questions to the NARA Security Management Division, Information Security office at 
or , or to @nara.gov.
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Jay
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Best,

 

Jay
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From:   @nara.gov> < @nara.gov>

Sent time:  12/02/2022 10:04:38 AM

To:  ;  < @nara.gov>

Cc:  @nara.gov

Subject:  Re: FBI Visit Request - 

Received and processed.

On Fri, Dec 2, 2022 at 9:25 AM  via < @nara.gov> wrote:

Greetings,

Please see attached Visit Request for an FBI employee to visit your facility. If you have any questions please feel free to reach out.

Respectfully,

Security Specialist

-- 
You received this message because you are subscribed to the Google Groups  group.
To unsubscribe from this group and stop receiving emails from it, send an email to 
To view this discussion on the web visit
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William J. Bosanko
Chief Operating Officer
National Archives & Records Administration

 
************************************
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From:  William Bosanko <william.bosanko@nara.gov> <william.bosanko@nara.gov>

Sent time:  01/10/2023 05:56:08 PM

To:  Lausch, John (USAILN) <

Cc:  Stern, GaryM <garym.stern@nara.gov>

Subject:  PRA Materials

Attachments:  Potential PRA Records in Biden Materials.xlsx    
 

Dear USA Lausch,

Please find attached (1 file) an initial listing of materials from four of the boxes recovered from the Penn-Biden Center that NARA
believes are potentially covered by the PRA and as such should have been transferred to us at the end of the Obama-Biden
Administration.  Please let us know if you have any questions about the list.

Thanks,

Jay
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